significant difference between the period of compulsory isolation we are collectively living in and historical quarantines: the overpowering presence of technology Guitton (2020). Governments and supra-national bodies such as the World Health Organization (WHO) convey their messages and recommendations through online technologies as preferred and privileged channels. More importantly, technology is becoming central to maintain active social interactions. Thus, the Covid19 pandemic crisis intensifies the importance of evidence from information technology (IT), digital transformation such as mobile financial services (MFS).

Considering the evolution of information technology communication (ICT), banking systems adopt technology to patronize bank services efficiently. The mobile money application (MMA) remains a portable technology-based app that has become a considerable payment mode today. It is viewed as a bank subsidiary, with its services used to access and complete financial transactions. According to Gichuki and Mulu-Mutuku (2018), cell phone coverage and usage have exponentially grown. Moreover, the Statista report in 2021 revealed the global LTE (long term evolution) population coverage of around 83 percent, while the newest mobile technology (i.e., 5G) covered approximately 15 percent in 2020. Therefore, MMA services are seen as a potential solution to support financial transactions Tchouassi (2012). The number of cell phone subscriptions in Africa increased speedily from a 22.9% share of the population in 2005 to 89.4% in 2013 Chaix and Torre (2015). However, less than 25% of the adult population had a bank account in the same period Demirgüç-Kunt and Klapper (2013). Thus, an increase in mobile telephony users and Internet penetration seems to have a high potential for opening up access to financial services for unbanked people in developing countries Assadi and Cudi (2011) and massive growth in the adoption and use of the MMA services community. Given the current global crisis, it would also be sensible to indicate that currency notes have been conditioned to be the carrier of microorganisms and deadly viruses Alemu (2014). Recently, currency notes were emphasized to factor in spreading coronavirus (COVID-19) to the point that banknotes circulated in Europe and Asia were quarantined for some days Lucre (2020). Many business operators have also decided not to accept banknotes from customers Lucre (2020). The adoption of e-money becomes much more practical and indeed safer than physical currency; therefore, enough to encourage people to switch to e-money, mainly in emerging market societies. Despite IT advancements, there are still many questions about adopting mobile money services (MMS).

In the context of Togo, mobile money users commonly transfer money to a relative. Equally, users adopt services to pay service bills such as electricity, water, telephone, and TV subscription and pay in supermarkets and restaurants (see African Development Bank report 2015) Assadi and Cudi (2011). As reported by the central bank of West African States (i.e., BCEAO in French) in 2016, the banking rate in Togo was less than 15%. In contrast, approximately 67% of the populace subscribed to mobile telephony in 2014 Couchoro (2016). Furthermore, in the West Africa Economic and Monetary Union (WAEMU) zone, by the end of 2019, mobile money recorded 76.97 million account openings and 2.633 billion transaction volume at about 28.738 billion FCFA value transactions with a variation of 37.9% between 2018/2019. Togo’s share was lower than 6% of account openings, volume, and the aggregate value of transactions BCEAO (2020). PCFA is the franc of the African Financial Community (Benin, Burkina Faso, Côte d’Ivoire, Guinea-Bissau, Mali, Niger, Senegal, and Togo), 1 dollar US is approximately 545 FCFA. From the overview of MFS data, Togo is lagging in the adoption of mobile money in the WAEMU zone. As a result, mobile money is expected to make a substantial impact in
increasing the rate of access to financial services. On the ground, this is far from being the case.

Mobile money provides numerous benefits, yet, it has been demonstrated to be a double-edged sword. For instance, it may offer many advantages such as faster transaction speed, 24-hour availability, reducing operational cost. Still, it poses a range of risks and threats such as malware, spyware, phishing, spoofing, and password-sniffing De Kerviler et al. (2016), Narteh et al. (2017). In Togo, with mobile money services (MMS) at the developing stage, customers’ motive for resisting such services could be attributed to their perceived risk of conducting online transactions Gbongli et al. (2017). Thus, it is crucial to embrace and acknowledge risk for the growth and development of emerging economies Singh and Gaur (2018). Although the concept of perceived risk has been explored in several kinds of literature Lee (2009), Martins et al. (2014), Roy et al. (2017), Abdul-Hamid et al.(2019), Susanto et al. (2020), not many studies have focused on the specific context of predicting and ranking the type of risk directly through the aggregate perceived risk by using a combined methodology. Studies relating to the effect of perceived risk on customer intention to adopt and using e-money services have not been of much concern among researchers, especially in the perspective of a developing economy. Previous studies have considered the perceived risk as one of the inhibitors in digital money adoption, and it has yet to be conceptualized and examined on a multidimensional scale Koenig-Lewis et al. (2015). Therefore, it is necessary to study the resistance factors in using MMS to raise its adoption rate among consumers. Several researchers have also highlighted those different contextual aspects must be integrated to fundamentally assess customers’ behavior in technology acceptance and use Hashim et al. (2015), Venkatesh et al. (2012a). This model considers the customer perceived dimensions outlined by Featherman and Pavlou (2003) to shed some light on the components that hinder e-money acceptance.

The importance of this research is twofold. First, this research can address the gap in the extant mobile money literature by offering empirical evidence and theoretical supports regarding MMS inhibitors during the pandemic. Thus, this study herein develops and empirically validates a research framework that can examine the relationship between the multidimensional perceived risk (i.e., privacy, time, security, and monetary risk) and perceived overall risk (POR) into a model. It also presents the relation between POR and consumers’ behavioral intention (BI) towards MMS adoption. Second, we examine a two-stage methodology, i.e., structural equation modeling (SEM) - artificial neural network (ANN), to develop and test a model that can better predict consumers’ POR to use innovative technology such as MMS. Therefore, the study uses an SEM-ANN approach in capturing linear-nonlinear and non-compensatory relations between the exogenous and endogenous variables. With this methodology, the complexity of consumer decision-making on resistance to mobile money service is better explained.

The significance of the contribution revealed that perceived privacy risk singled out as the most critical influence on the perceived overall risk, in which the latter negatively impact the behavioral intention to use MMS. Therefore, a new connection to the determinant of overall risk and intention to use MMS is uncovered. This result suggests new ideas which are essential for policy formulation. MMS companies’ providers should formulate strategies that would most effectively reduce an individual’s concerns toward these services. This can be done by integrating advanced data management techniques such as data encryption platforms to guarantee security in financial transactions and promoting citizen’s trust since privacy seems superfluous when security is present. Furthermore, the integrated
SEM-ANN (capturing linear-nonlinear and non-compensatory relations between variables) improves existing alternatives' accuracy, so a particular open question is resolved. Therefore, the study extends existing methodologies and research practices in such that using ANN is another step forward from the traditional linear regression techniques.

The paper is outlined in various sections. Its starts with an introduction followed by a review of existing studies. Then, we propose the hypothesis and the research model. The following section details the used methodology, while section five presents the data analysis with research results. Lastly, we conclude the study with implications, limitations, and suggestions for future research.

2. LITERATURE REVIEW AND THEORETICAL FRAMEWORK

2.1. PROMOTING MOBILE MONEY USAGE TO CURB THE SPREAD OF THE COVID-19 PANDEMIC

The demand for accessing and understanding online information and following recommendations are crucial as far as the capacity of individuals to take protective actions are required. Since starting the COVID-19 pandemic, digital spaces have been the central channel government and official agencies, including the World Health Organization (WHO), have employed to disseminate information regarding the measures that people must implement to avoid getting contaminated and contaminated others Lee et al. (2008). Under the numbers of COVID-19 cases that upsurge, many people are choosing cashless payments to prevent direct contact and potential hygiene concerns due to banknotes, which may facilitate the spread of the COVID-19. This situation increases the call of digital payments, predominantly mobile money – a service in which the mobile phone is employed to access financial services – to those who have not considered this transaction method.

Mobile money has various features that can support undisrupted financial transactions in the present pandemic. The World Health Organization has enumerated several ways to prevent the spread of the COVID-19 virus. Some of these methods have led people to avoid direct contact with other people while driving communities to use digital payment options as an alternative for day-to-day transactions. Moreover, many countries have imposed "lockdown," which has led various banks, money exchange providers, and retail businesses to reduce their hours of operation or even close altogether. Therefore, mobile money has turned to be an attractive option for making payments. Several governments and retail businesses have also discouraged the use of physical cash for making transactions. Conversely, mobile money enables account holders to transfer e-money and conduct other financial transactions with minimal physical contact, helping alleviate the spread of the virus.

Studies have shown that notes and coins can spread bacteria and germs, facilitating the spread of the COVID-19 virus. However, digital imbalances continue increasing the vulnerability to the COVID-19 virus and crisis concerns Beaunoyer et al. (2020). Decreasing or ideally eliminating physical cash transactions and creating digital money opportunities could help stop the spread of bacteria and germs. According to a World Economic Forum publication, the move away from cash is also vital in emerging markets Reuters Staff (2020). Africans are urged to switch to digital payment alternatives to reduce the coronavirus risks of exchanging money in cash. From this end, Kenya's government has explored ways of expanding mobile money usage to curb the risk of spreading the virus through the physical handling of cash. Similar actions were undertaken to reduce the risk of COVID-19 transmission through mobile money in Ghana, Nigeria, and Uganda. It has been
reported that mobile money service (MMS) usage during the pandemic has grown by 6% across the globe, with West Africa experiencing the most significant upsurge of MMS usage Reuters Staff (2020).

There are two distinct phenomena related to digital money that have contributed to fighting during the pandemic. One part is that banknotes and coins were assumed to be carrying the virus, and digital payment was desired to the "dirty money" Sangster (2020), Kelly (2020). Online delivery services were urging customers to make payments using digital payment systems such as credit/debit cards or mobile payments, which were enforced or mandated by the government in several parts of the world, such as India Kapoor (2020). Lastly, during the lockdown, there was a loss of jobs. Various governments, including Togo, offered cash transfer programs to assist vulnerable households via payment apps and digital payment modes. These are a convenient approach of fund transfer from donors to recipients, as seen in earlier crisis relief situations Pollach et al. (2005). Grounded in earlier crisis and disaster events, where the mobility of citizens was restrained, many MMS providers (e.g., Vodafone in Afghanistan and Safaricom in Kenya) have offered a fast fund transfer of remittances from migrants to their homes and relief aid from the government to victims Aker et al. (2016), Wachanga (2015). A similar situation has been observed during the COVID-19 pandemic, requiring scholars for future study De et al. (2020). Despite the disruption in the global economy, it is crucial to note that mobile money has proven to be a valuable tool in enabling safe and efficient financial transactions throughout the pandemic.

### 2.2. PERCEPTION OF RISK IN MOBILE MONEY SERVICES

The concept of perceived risk in marketing literature was introduced by Bauer (1960). It is considered a fundamental principle to determine the uncertainties or unfavorable outcomes of searching and choosing products or services before making any purchasing decision or both Kesharwani and Bisht (2012). Various studies have paid particular attention to concerns related to the perception of risk Curran and Meuter (2007), Flavián et al. (2006). In the context of online business, the possibility of unfavorable results remains somewhat high due to the intrinsically risky environment of the internet, intangibility, lack of control, anonymity, security, and privacy protection characterized in the mobile financial services (MFS) area along with the absence of human interaction Pavlou (2003), Alalwan et al. (2017), Featherman and Pavlou (2003), Martins et al. (2014).

Perceived risk is claimed to be a multifaceted construct, as studied by numerous researchers. For instance, Lee et al. (2003) stressed that Jacoby and Kaplan's risk dimensions model Jacoby and Kaplan (1972) is inherent and suitable to the mobile financial service study. Featherman and Pavlou (2003) empirically tested such a risk model in the perspective of internet-delivered e-service acceptance by substituting the physical risk dimension with privacy risk, which is a more pronounced risk factor in online service. Zhao et al. (2008) identified four significant risk factors (risk of losing personal control, losing face, system failure, and the risk of exhibiting problems to others) as the main level of perceived risk measurement. Equally, Littler and Melanthiou (2006) acknowledged six main aspects of perceived risk (psychological, security, financial, performance, time, and social) related to the decision of consumer acceptance of internet banking services during the initial stages of market development. Other scholars have also emphasized the essential features of perceived risks that support consumers' decisional intention, such as Hanafizadeh and Khedmatgozar (2012) (time, financial, performance, social, security, and privacy risk).
This work partially adopts the risk dimensions suggested by Featherman and Pavlou (2003) and further advances the study on perceived risk by including transaction security risk. Given the results of the earlier studies coupled with summarizing the notions of the dimensions of the perceived risk, this study considers perceived risk from four angles, namely: privacy, time, security, and financial in the form of monetary.

3. HYPOTHESIS DEVELOPMENT

3.1. MULTIDIMENSIONAL PERCEIVED RISK AND OVERALL PERCEIVED RISK

The perception of risk exposure of a mobile money service (MMS) client is a possible barrier to accepting the service. It is then essential to review the various aspects of the risk dimensional to the overall risk and how it might influence the consumers’ intention to use MMS.

Regarding the potential perceived risk facet, privacy denotes the ability of an individual or organization to decide on whether, when, and to whom personal or organizational information should be released Saltzer and Schroeder (1975). Therefore, privacy differs from security, which is the mechanisms and procedures that control who may use or change the device (i.e., computer, cell phone) or the information stored in it Saltzer and Schroeder (1975). Privacy risk involves individual users, their behavior, and relationships with others, while security risks entail risks posed by adversaries attacking or threatening a system Hong et al. (2004), Palen and Dourish (2003) stressed that managing privacy involves handling ever-changing situations rather than implementing existing rules. Services that carefully deal with privacy issues are expected to protect clients from any possible risks, loss, or fraud. Hence, users may have increased trust in the service providers that decrease individual privacy issues and improve overall customer satisfaction Liang et al. (2014).

In connection to the online environment, Liu et al. (2008) have also shown that security and privacy are decisive factors that patronize the prediction of Chinese customers' online shopping satisfaction. Moreover, Sakhaei et al. (2014) highlighted the significance of privacy and security and their impact on service quality in internet banking, which eventually affects customer contentment. Therefore, the perception of risk associated with privacy and security plays a fundamental role in consumer decision-making behavior. As such, security and privacy risks constrain customers to allocate extra time and effort to protect against frauds and hackers, which leads them to observe mobile financial services as a problematic way to do banking activities Daneshgadeh and Yıldırım (2014).

Equally, time risk ascends when customers devote more time handling erroneous transactions, filling in the necessary information, and waiting for site responses, website confirmation, internet server, and download speed Kaur and Arora (2020). Considering the environment of mobile money service, a customer may feel that the service provider will not deliver the expected standard of service, causing loss of money (perceived financial cost or monetary risk) and time lost understanding (perceived time).

Regarding monetary risk, it refers to the consumer’s perception of a particular online channel (mobile money services in our study) costing more money than alternative purchase channels Luarn and Lin (2005). The adoption rate of MMS among the unbanked populace is associated with the cost of making transactions using the service Tobbin (2012). From this perspective, individuals are likely to adopt mobile money services if their perception of the related expense is acceptable
compared to other existing service options Luarn and Lin (2005). Some studies conducted in emerging economies such as China Yao and Zhong (2011), Brazil Cruz et al. (2010), and Bangkok Sripalawat et al. (2011) have explicitly found monetary risk as a barrier to the adoption of mobile financial services. Once individuals consider the cost of mobile phones high, the purchasing of SIM cards to be high, and the cost of registration and other transaction costs to be higher, their intention to evaluate the perceived overall risk would be necessary.

Based on the above discussion regarding the multidimensional risk facet toward the perceived overall risk, the following hypotheses can be proposed:

H1. Perceived privacy risk has a positive and significant influence on perceived overall risk.

H2. Perceived time risk has a positive and significant influence on perceived overall risk.

H3. Perceived security risk has a positive and significant influence on perceived overall risk.

H4. Perceived monetary risk has a positive and significant influence on overall perceived risk.

3.2. OVERALL PERCEIVED RISK AND BEHAVIORAL INTENTION

Risk perception denotes the probability of contrary results obtained from the application of online services, including transaction security, hacking and phishing attempts by fraudsters, internet deficiencies, or malfunction of online websites or apps Kesharwani and Bisht (2012). All these fears could prevent customers in the use of MFS. Indeed, aspects related to the perceived risk, in general, have been widely regarded as crucial negative determinants of customers’ intentions and the adoption of information systems (IS), thus mobile money services (MFS) Cunningham et al. (2005), De Kerviler et al. (2016), Roy et al. (2017). The explanation of the negative relationship between perceived risk and behavioral intention can be obtained through attitude, which usually prompts action derived from the theory of reasoned action (TAM) Fishbein and Ajzen (1975). Based on the consistency with this leading theory, it is predicted that decreasing perceived risk will enhance customers’ willingness to transact. This phenomenon regarding the attitude-action principle has mainly been elucidated by Kesharwani and Bisht (2012) because perceived risk in online transactions decreases behavioral and environmental control perceptions. This absence of control, in turn, mitigates the customers’ behavioral intentions. Given the concept of this reasoning, it is expected that customers are likely to transact online if their risk perceptions concerning behavioral and environmental fears are mitigated. Hanafizadeh et al. (2014) indicated that risk aspects are essential in mobile services, and the higher the risk of using new technology, the lower is the willingness to use it. Therefore, it is assumed that if a customer perceives more threats in mobile money services, he/she will not be inclined to use them. However, reducing the perception of risk in mobile money will boost the customers’ intention to use it.

Understanding the low penetration rate of MFS and given that its resultant likely lack of considerable risk-based protection measurement, we predict that individuals will develop resistance to this novel technology and form a reasonably negative evaluation of it as a new mode of payment. Therefore, the following hypothesis is proposed:

H5. Perceived overall risk has a negative and significant influence on behavioral intention to use mobile money services.
Grounded on these research hypotheses, the research model set to study the customer behavioral intention to use mobile money services is depicted in Figure 1.

**Figure 1** Proposed research model

NB: PRR-Perceived privacy risk; TIR-Perceived time risk; SER-Perceived security risk; MOR-Perceived monetary risk; POR-Perceived overall risk; and BI-Behavioral intention to use

### 4. RESEARCH METHODOLOGY

Based on the study's objectives to examine the multidimensional effect of perceived risk on the overall risk perception towards the Togolese customers' intention of mobile money service, a sampling frame entails mobile money customers residing in a capital city Togo: Lome. For testing the model and hypotheses, survey-based research designs were employed to collect quantitative data from many respondents. A structured questionnaire was developed based on the proposed model and distributed amongst Togolese customers (potential and actual users) of mobile money (e.g., T-money and Flooz). For respondents who were anxious to deal with hard copies of the questionnaire or get contaminated and contaminated others because of possible virus transmission, their responses provided regarding each item have been filled by the investigators. The questionnaires were to target consumers acquainted with the various service offerings by financial institutions and understand them well enough to respond. Furthermore, the questionnaire was not lengthy and did not require too much time to fill it. The data collection lasted for one month. A purposive sampling technique was applied to choose the various study areas, and simple random sampling was most used to sample the subscribers. The simple random method was used to give an equal chance to the users of the service. Among the question items presented in the existing literature, those applicable to mobile financial services were separately extracted and partially used. Notably, the tools that measure perceived risk privacy were adapted from Cheung and Lee (2001) and Flavián and Guinalíu (2006) perceived time was measured by adjusting the instrument from Nam and Quan (2019) and Yang et al. (2015). The scales of perceived security risk were derived from Featherman and Pavlou (2003) and Yang et al. (2015) perception of monetary risk was adapted from Kuisma et al. (2007) and Fain and Roberts (1997). The items of perceived overall risk were adapted from Featherman and Pavlou (2003) and Roy et al. (2017), constructs regarding the customer's intention to use mobile money services were adapted from Fred D. Davis MIS. (1989) and Davis et al. (1989). For clarity, a 5-point Likert scale was employed to measure the level of agreement for every item starting from strongly disagree (1) to strongly agree (5). According to Field (2006), such scales are essential to reduce biases in a survey. The complete list of items is given in Appendix. The survey instrument was validated using back-to-back translation, from English to French and then French to
English. Two experts, including one professional translator, validated the final version. A total of 320 questionnaires were disseminated. We only received 275 completed and usable responses; thus, our response rate is accounted for 85.94%. Those omitted were due to errors such as partial response or missing data.

5. DATA ANALYSIS

5.1. PROFILE OF RESPONDENTS

Table 1 shows the 275 respondents' demographic profile, of which 53.9% of them were female and 46.1% were male. Most of the respondents were reasonably young which 28% were below 25 years, and 34.9% were between 25 and 34 years, 19.6% were between 35 and 44, while 17.5% were 45 years old and above. Regarding their academic qualifications, most respondents were secondary school leavers at 40%, followed by university degree holders at 26.2%, and high school (A level) at 23.3%. In contrast, people with no formal education were only 10.5%.

<table>
<thead>
<tr>
<th>Variables</th>
<th>Classification</th>
<th>Total (N=275)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Gender</td>
<td>Female</td>
<td>148 (53.9%)</td>
</tr>
<tr>
<td></td>
<td>Male</td>
<td>127 (46.1%)</td>
</tr>
<tr>
<td>Age</td>
<td>18-24</td>
<td>77 (28%)</td>
</tr>
<tr>
<td></td>
<td>25-34</td>
<td>96 (34.9%)</td>
</tr>
<tr>
<td></td>
<td>35-44</td>
<td>54 (19.6%)</td>
</tr>
<tr>
<td></td>
<td>45 or more</td>
<td>48 (17.5%)</td>
</tr>
<tr>
<td>Education level</td>
<td>No formal education</td>
<td>29 (10.5%)</td>
</tr>
<tr>
<td></td>
<td>Secondary school</td>
<td>110 (40%)</td>
</tr>
<tr>
<td></td>
<td>Higher school</td>
<td>64 (23.3%)</td>
</tr>
<tr>
<td></td>
<td>University</td>
<td>72 (26.2%)</td>
</tr>
</tbody>
</table>

5.2. STRUCTURAL EQUATION MODELING

The proposed model is evaluated through a two-phase approach, recommended by Anderson and Gerbing (1988) for structural equation modeling (SEM). The first part requires assessing the measurement model to investigate the reliability and validity of the relationships between the latent variables and the related observable variables. The second part focuses on testing the structural relationship among the theoretical constructs Hair et al. (2006). The artificial neural technique is adopted for predicting and classifying the various antecedents of perceived overall risk toward the intention of using mobile money services. Data analysis was conducted using the statistical package for social sciences (SPSS 21) and analysis of moment structures (AMOS 20) to estimate the model parameters.

5.2.1. MEASUREMENT MODEL ASSESSMENT

Confirmatory factor analysis (CFA) was performed to evaluate the factor structure and validate the scales Hair et al. (2010) using AMOS 21 software. The suggested model was tested for model fit, reliability, convergent validity, and discriminant validity at the earliest stage. The model was found to be sufficiently fit with Chi-Square($x^2$) = 1068.904, Chisq/df ($x^2$/df) = 2.104, goodness of fit index($GFI$) = 0.839, adjusted goodness of fit index($AGFI$) = 0.823, normed fit
Second, the constructs’ reliability was evaluated using two indicators - Cronbach’s alpha (CA) and composite reliability (CR) (Bagozzi and Yi (1988). As shown in Table 2, CA and CR for each construct were above the recommended threshold limit of 0.7, indicating a high level of internal consistency Bagozzi and Yi (1988), Bagozzi and Yi (1988), Bagozzi and Yi (1988), Bernstein and Nunnally (1994). Convergent validity items were assessed grounded on average variance extracted (AVE). The AVE determines the amount of variance captured by a construct relative to measurement error. It should be above 0.5 so that more than half of the variance of its indicators can be enlightened by the latent construct Hair et al. (2010). Table 2 shows that AVE for each construct ranged from 0.571 to 0.664, which were well above the minimum required level of 0.5. Therefore, this study showed convergent validity for all constructs.

Finally, discriminant validity was assessed using criteria based on the correlation matrix or cross-loadings Fornell and Larcker (1981). It states that the square root of AVEs for each construct should be greater than the correlations among the respective constructs Fornell and Larcker (1981). As shown in Table 2, all the diagonal AVE elements were greater than those in the corresponding rows, satisfying Fornell-Lacker’s criteria of discriminant validity Fornell and Larcker (1981). In sum, the above figures demonstrated the soundness of the measurement model of this research.

Table 2 RELIABILITY AND VALIDITY IN CFA

<table>
<thead>
<tr>
<th>Construct</th>
<th>CR</th>
<th>AVE</th>
<th>MSV</th>
<th>PRR</th>
<th>TIR</th>
<th>SER</th>
<th>MOR</th>
<th>POR</th>
<th>BI</th>
</tr>
</thead>
<tbody>
<tr>
<td>PRR</td>
<td>0.862</td>
<td>0.609</td>
<td>0.057</td>
<td>0.78</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>TIR</td>
<td>0.855</td>
<td>0.664</td>
<td>0.227</td>
<td>0.144</td>
<td>0.815</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>SER</td>
<td>0.843</td>
<td>0.577</td>
<td>0.056</td>
<td>0.011</td>
<td>0.235</td>
<td>0.76</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>MOR</td>
<td>0.856</td>
<td>0.6</td>
<td>0.133</td>
<td>0.238</td>
<td>-0.022</td>
<td>-0.072</td>
<td>0.775</td>
<td></td>
<td></td>
</tr>
<tr>
<td>POR</td>
<td>0.811</td>
<td>0.594</td>
<td>0.065</td>
<td>0.232</td>
<td>0.091</td>
<td>0.035</td>
<td>0.255</td>
<td>0.771</td>
<td></td>
</tr>
<tr>
<td>BI</td>
<td>0.799</td>
<td>0.571</td>
<td>0.013</td>
<td>-0.004</td>
<td>-</td>
<td>0.086</td>
<td>0.075</td>
<td>0.115</td>
<td>0.757</td>
</tr>
</tbody>
</table>

Note: Diagonal values are squared roots of AVE; off-diagonal values are the estimates of inter-correlation between the latent constructs. NB: PRR-Perceived privacy risk; TIR-Perceived time risk; SER-Perceived security risk; MOR Perceived monetary risk; POR-Perceived overall risk; and BI-Behavioral intention to use

5.2.2. STRUCTURAL MODEL ASSESSMENT

The next step in the analysis was to examine the structural model and associated hypothesized theoretical relationships. The fit statistics of the structural model ($x^2 = 30.445$, $x^2/df = 1.903$, $GFI = 0.991$, $AGFI = 0.817$, $NFI = 0.941$, $TLI = 0.869$, $CFI = 0.919$, $RMSEA = 0.041$) were above the suggested threshold limit, indicating an adequate model fit. The properties of the causal paths, inclusive of standardized path estimates and t-statistics (CR obtained from AMOS) for the model, are conveyed in Table 3. The result revealed that the behavioral intention is negatively explained by perceived overall risk ($b = -0.205, p < 0.01$). Perceived overall risk, which is hypothesized to be significantly influenced by perceived privacy risk ($b = 0.309, p < 0.001$), perceived security risk ($b = 0.143, p < 0.001$) and perceived monetary risk ($b = 0.148, p < 0.001$), was supported. Yet, the path coefficient of perceived time risk ($b = 0.032, p > 0.05$) on the overall perceived risk was recognized as non-significant. The threshold level of t-values is 1.68 at 0.10, 1.96 at 0.05, 2.57 at 0.01, and 3.3 at 0.001 levels. Therefore, except for
H2 (TIR→POR), all research hypotheses (H1, H3, H3, and H4) were supported (see Table 3).

Furthermore, statistical results regarding the collinearity test assured no concern regarding multi-collinearity since all values of variance inflation factors (VIF) and tolerance were observed to be within the acceptable value of 5 and 0.2, respectively Hair et al. (2017). Checking $R^2$ values, multidimensional perceived risk predicts 35% of variance for perceived overall risk, where the latter indicates 20.6% of intention variables. It can be said that these values meet the reasonable criteria over 0.19 to confirm the model validity Hair et al. (2012).

Table 3 Results of standardized estimates of the structural model

<table>
<thead>
<tr>
<th>Hypothesis</th>
<th>Causal path</th>
<th>Path Coefficients</th>
<th>t-value</th>
<th>P-value</th>
<th>Significance?</th>
</tr>
</thead>
<tbody>
<tr>
<td>H1</td>
<td>PRR → POR</td>
<td>0.309</td>
<td>8.987</td>
<td>***</td>
<td>YES</td>
</tr>
<tr>
<td>H2</td>
<td>TIR → POR</td>
<td>0.032</td>
<td>0.951</td>
<td>0.346</td>
<td>NO</td>
</tr>
<tr>
<td>H3</td>
<td>SER → POR</td>
<td>0.143</td>
<td>4.806</td>
<td>***</td>
<td>YES</td>
</tr>
<tr>
<td>H4</td>
<td>MOR → POR</td>
<td>0.148</td>
<td>4.477</td>
<td>***</td>
<td>YES</td>
</tr>
<tr>
<td>H5</td>
<td>POR → BI</td>
<td>-0.205</td>
<td>-3.416</td>
<td>0.003</td>
<td>YES</td>
</tr>
</tbody>
</table>

* p<0.05; ** p<0.01; *** p<0.001 level of significant NB: PRR-Perceived privacy risk; TIR-Perceived time risk; SER-Perceived security risk; MOR-Perceived monetary risk; POR-Perceived overall risk.

5.3. NEURAL NETWORK ANALYSIS (ANN)

This research adopts a multi-analytical technique by integrating SEM and ANN, one of the most important artificial intelligence methods. Haykin (1999) describes ANN as a massively parallel distributed processor consisting of mere processing units, which have a neural tendency to store experimental knowledge and make it accessible for application. The acquired knowledge from learning processes is stored in synaptic weights Liébana-Cabanillas et al. (2018). The neural network model in this study was developed using the popular statistical package IBM SPSS 21.0, which played an essential part in modern artificial intelligence techniques and was trained by a multilayer perception training algorithm.

Various researchers have considered the most commonly adopted neural network model -feed-forward back-propagation multilayer perceptron (FFBP-MLP) Wong et al. (2021), Dumor and Gbongli (2021) in the field of business to assess and predict dependent variables based on independent variables Sharma (2017) Liébana-Cabanillas et al. (2018), Gbongli et al. (2019). The multilayer perceptron network is a function of predictors (i.e., inputs or independent variables) that reduce the prediction error of target variables (i.e., outputs). The MLP entails three layers, i.e., input, hidden, and output layers. Therefore, to train and test the research model in this study, we have applied a multilayer perceptron (MLP) with feedforward-back propagation (FFBP) algorithm. The input signals are fed in a forward direction, while the error signals propagate backward.

Determining the number of neurons in the hidden layers is crucial in deciding the overall neural network architecture. The analysis examined the network with one to ten hidden nodes. There is no heuristic method to identify the number of hidden nodes in an ANN, so the trial-and-error and rules-of-thumb are usually used Chan and Chong (2012), Chong (2013). One of the most commonly known empirically driven rules-of-thumb concerns the ideal number of hidden neurons as mostly between the number of input and number of the output neurons Blum (1992). Another rule is equal to 2/3 size of the input layer and output layer Xu and Chen (2008). Various scholars recommended other practices that regard the ideal
number of hidden neurons based on both input and output neurons Sheela and Deepa (2013). For instance, Shibata and Ikeda (2009) proposed that the number of hidden neurons \( N_h \) could be computed as follows:

\[
N_h = \sqrt{N_i \times N_0}
\]  

(1)

Where \( N_i \) – is the number of input neurons and \( N_0 \)– is the number of output neurons.

Alternatively, the required numbers of hidden neurons \( N_h \) estimated in the hidden layer using multilayer perceptron (MLP) were found by Trenn (2008) and computed as follow:

\[
N_h = \frac{N_i + N_0 - 1}{2}
\]

(2)

The crucial points are simplicity, scalability, and adaptivity. Some scholars, including Yao et al. (1999), have also suggested logarithmic dependence, even more, straightforward and practical guidelines, between the number of hidden neurons and the number of inputs:

\[
N_h = \ln (N_i)
\]

(3)

In the same vein, Fang and Ma (2009) quite similarly stating:

\[
N_h = \log_2 (N_i)
\]

(4)

Notwithstanding its importance, there is no unique rule for choosing the optimum number of hidden neurons. In the presence of unstable models, the number of hidden neurons becomes too large or too small. A tradeoff is made that when the hidden neurons reach a considerable number, the output of neurons becomes unstable. When the number of hidden neurons becomes too small, the output neurons become unstable again. It is essential to mention that, to some extent, all these rules of thumb should be tested before the final application.

In most cases, the network that performs best on the testing set with the least number of hidden neurons should be chosen. Furthermore, many other elements can affect the choice of the number of hidden neurons, such as the number of hidden layers, the sample size, the neural network architecture, the complexity of the activation function, the training algorithm, etc. Sheela and Deepa (2013). Since there is no dominant rule, and in various situations, the suggestion provided by simulation software is adopted Liébana-Cabanillas et al. (2018).

In this study, the number of neurons in a hidden layer was varied to observe the impact of the hidden layers on the neural network's performance. The results revealed that three neurons in the hidden layer were optimal, and therefore they were chosen to train the networks. The network structure settled for data involved an input layer, one hidden layer, and an output layer. The input layer consisted of four neurons, three neurons in a hidden layer, and one neuron in the output layer.
(see Figure 2). The input layer entails four independent variables: the output obtained Covariance-based structural equation modelling (CB-SEM) (i.e., perceived privacy risk, perceived time risk, perceived security risk, and perceived monetary risk). The output layer was made of one output variable (i.e., perceived overall risk). The nodes’ number in one hidden layer was set to 2 based on recommendations provided above, and the activation function was set to sigmoid function in both hidden and output layers Leong et al. (2013), Gbongli et al. (2019). Given the improvement of the training effectiveness or shorter training times and better performance, both inputs and outputs were normalized to the range [0,1] Negnevitsky (2011).

The accuracy can be measured based on the root-mean-square of error (RMSE), suggested by Hyndman & Koehler Hyndman and Koehler (2006). Therefore, for assessing the model’s predictive accuracy, the RMSE of both training and testing data sets is calculated for all ten neural networks, with the computation of the averages and standard deviations (see Table 4). RMSE is always positive, and the value of 0—revealing a perfect fit—has virtually never occurred in practice. Put differently, lower values of RMSE are desired, and the assessment of RMSE can be computed below:

$$RMSE = \sqrt{\frac{1}{n} \sum_{i=1}^{n} (X_{obs,i} - X_{true,i})^2}$$

Where $X_{obs,i}$ is the observed value, $X_{true,i}$ represents the actual value considered equally to the model value, and $n$ represents the number of data sets, i.e., 275 for this study.

<table>
<thead>
<tr>
<th>Table 4 Neural network validation results</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>ANN</strong></td>
</tr>
<tr>
<td>--------</td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td>ANN1</td>
</tr>
<tr>
<td>ANN2</td>
</tr>
<tr>
<td>ANN3</td>
</tr>
</tbody>
</table>

Figure 2 The schematic model of ANN MLP 4-3-1
As revealed earlier, to avoid over-fitting, ten-fold cross-validation was applied, where 90% of the data were considered to train the ANN, whereas the remaining 10% data points were selected to measure the trained network’s prediction accuracy. The RMSE values obtained from the neural network model for training and testing data points are minimal (i.e., 0.1154 for training data and 0.0385 for testing data). Therefore, the results obtained are pretty accurate Liébana-Cabanillas et al. (2018).

Sensitivity analysis: The importance of every independent variable computed as a sensitivity analysis is a measure of how much the value predicted by the network model diverges with different values of the independent variable Chong (2013). The relative importance of variables determines the normalized importance, which can be expressed as the ratio of relative importance to its highest relative importance and is also generally disclosed in percentage Sharma et al. (2019). Table 5 summarizes the average relative importance and normalized relative importance obtained from the neural network model.

<table>
<thead>
<tr>
<th>Network</th>
<th>Output neuron: perceived overall risk (POR)</th>
<th>PRR</th>
<th>TIR</th>
<th>SER</th>
<th>MOR</th>
</tr>
</thead>
<tbody>
<tr>
<td>ANN1</td>
<td></td>
<td>0.732</td>
<td>0.121</td>
<td>0.055</td>
<td>0.091</td>
</tr>
<tr>
<td>ANN2</td>
<td></td>
<td>0.678</td>
<td>0.141</td>
<td>0.018</td>
<td>0.163</td>
</tr>
<tr>
<td>ANN3</td>
<td></td>
<td>0.737</td>
<td>0.141</td>
<td>0.034</td>
<td>0.089</td>
</tr>
<tr>
<td>ANN4</td>
<td></td>
<td>0.652</td>
<td>0.178</td>
<td>0.029</td>
<td>0.142</td>
</tr>
<tr>
<td>ANN5</td>
<td></td>
<td>0.511</td>
<td>0.081</td>
<td>0.168</td>
<td>0.24</td>
</tr>
<tr>
<td>ANN6</td>
<td></td>
<td>0.696</td>
<td>0.164</td>
<td>0.025</td>
<td>0.116</td>
</tr>
<tr>
<td>ANN7</td>
<td></td>
<td>0.79</td>
<td>0.119</td>
<td>0.041</td>
<td>0.05</td>
</tr>
<tr>
<td>ANN8</td>
<td></td>
<td>0.753</td>
<td>0.119</td>
<td>0.031</td>
<td>0.097</td>
</tr>
<tr>
<td>ANN9</td>
<td></td>
<td>0.754</td>
<td>0.132</td>
<td>0.045</td>
<td>0.068</td>
</tr>
<tr>
<td>ANN10</td>
<td></td>
<td>0.573</td>
<td>0.184</td>
<td>0.072</td>
<td>0.171</td>
</tr>
<tr>
<td>Average relative importance</td>
<td>6.876</td>
<td>1.38</td>
<td>0.518</td>
<td>1.227</td>
<td></td>
</tr>
<tr>
<td>Normalized importance (%)</td>
<td>100</td>
<td>20.1</td>
<td>7.5</td>
<td>17.8</td>
<td></td>
</tr>
</tbody>
</table>

NB: PRR-Perceived privacy risk; TIR-Perceived time risk; SER-Perceived security risk; MOR-Perceived monetary risk; POR-Perceived overall risk; and BI-Behavioral intention to use

According to the sensitivity analysis performance, perceived privacy risk was the most significant predictor of the overall perceived risk, followed by perceived time risk, perceived monetary risk (financial risk), and perceived security risk. Interestingly, perceived time risk contradicts the results obtained from SEM. It was found not supported in the SEM results. However, it is the second most influential element in the neural network model, predicting perceived overall risk toward using mobile payment services. The disparity between results achieved by the
structural equation model and neural network model can be clarified by the nonlinear and non-compensatory nature of the neural network model and the much higher-order prediction capability of the later model.

6. CONCLUSION AND IMPLICATION

The increasing prevalence of smartphone use for mobile financial experiences is not yet matched at the rate of mobile phone adoption for money transfer. The low level of mobile money service situations suggests the importance of considering the perceived risk that might impede consumers from conducting e-money transactions through smartphones. Moreover, the COVID-19 pandemic required people to use digital payment applications. However, not all people are comfortable and even willing to use e-money. Though, they are forced to some extent due to the outbreak of the COVID-19 virus. As such, many unpredicted hazards in the environment of modern society can only be limited but not removed entirely, and rational consumers are concerned regarding both benefits and uncertainties in the decision-making process Mitchell (1999). Therefore, consumers could be impacted by risks that they perceive Chan and Lu (2004).

By examining data collected from mobile phone users and mobile money users (current and potential), this research tested and established perceived risk as a multidimensional factor that entailed various risk facets. In providing more detail, the values of reliability indices, validity indices, and all other fit indices were within the established thresholds Hair et al. (2010). Apart from SEM results, this study employed a neural network technique to rank the determinants of overall perceived risk while offering evidence to validate SEM results.

In this study, four dimensions of perceived risk (i.e., privacy risk, time risk, security risk, and monetary risk) were used as potential antecedents of perceived overall risk. It is interesting to point out that only perceived time risk has no statistically significant impact on perceived overall risk. These findings imply that privacy risk, security risk, and monetary risk in mobile money play an essential role in adopting mobile-based services by Lome-Togo residents. Generally, the SEM results, except for time risk, are similar to the earlier studies on conceptualized facet-based perceived risk Featherman and Pavlou (2003), Agarwal and Prasa (1998). Each dimension of perceived risk has a positive influence on the overall perceived risk on mobile money service. Moreover, the moderate to weak positive relationships between the perceived overall risk and their antecedent provide further reinforcement that risk can be researched as a multidimensional phenomenon Zikmund and Scott (1974).

Importantly, SEM results revealed that privacy risk had a strong and significant influence on the overall risk construct (H1: beta = 0.309, p-value < 0.001), making it the most relevant perceived risk facet consumers’ decision making when evaluating mobile money services. Conversely, consumers are less concerned in security risks (H3: beta = 0.143, p-value < 0.001). Logically, it might seem that privacy is superfluous when security is present, and security is redundant when privacy is present Kim et al. (2008). The ranking obtained from ANN analysis also supports the influence of privacy risk regarding the overall risk to be the most influential risk factor. This implies that consumers’ concerns about privacy contribute greatly to risk perception with money transfer using mobile devices. This result corroborates with the earlier works Turel et al. (2007). Although mobile money incorporates various advantages, perceived risks are associated with this service, particularly potential fraud. The most recurrent forms of fraud allied with mobile money entail identity theft, fake currency deposits, scams such as promotional scams, and
phishing, intensified by the abundant use of SIM cards. Acceptance regulations can avoid these illegal activities to reduce and manage risks while still progressing regarding the business goals. A collaborative approach between promoters of mobile financial services, mobile network operators, and regulators should tighten the existing digital consumer protection laws. An efficient mechanism for recourse, compensation, and remedy should be set up to benefit the victims of frauds and cybercrime on the mobile money platform. Therefore, when consumers perceive the effectiveness of privacy policy, the privacy concerns will reduce Sharma et al. (2021).

This study also confirms the positive impact of the monetary risk (i.e., perceived financial risk) on consumers' perceived overall risk in general. That the lower is the cost, and trivial remains the perception of risk. From this view, the involvement aspect of the risk is well pronounced when the price or cost is high, which might prompt consumers to think about the risk of losing money Choffee and McLeod (1973). While privacy risk showed a significant and strong influence on the overall risk, monetary risk (financial risk) did not reveal such an effect. Perceived monetary risk (H4: beta = 0.148, p-value < 0.001) has been considered moderately by consumers in the perception of overall risk toward the adoption of mobile money, although these dimensions are primarily of concern in studies on consumer adoption of electronic financial services Luarn and Lin (2005), Smith, (2006). Potential enlightenment to this could be found in consumer behavior studies which revealed that perceived financial risk is very substantial in some cases that it plays a role separate from the other risk facets Stone and Grønhaug (1993). Another justification could also be that the possibility of spending additional money for a mobile service was not such a big concern for people already accustomed to cell phone use.

By comparing the SEM results and the ANN analyses, the main difference lies in the strength of one variable, which is perceived time risk. The ANN analysis increases the relative importance of the risk perception of time towards the overall risk, whereas; time risk is not statistically significant in SEM. This finding could imply that the perception of risk regarding the time might not have a linear statistical significance and direct influence on the aggregate risk. Concerning the non-validation of perceived time risk, it can be suggested that because mobile money services are a relatively new technology in respondents' view, they lack experience. They might not focus much on time spent using the designated service. Therefore, when the technology is deemed as challenging to learn and/or time-consuming to prepare and use or is in some other way perceived as threatening, it possibly will not be used Carr Jr (1999). It may also be that consumers do not recognize a perception of time as an assurance of risk perceived. This suggests that the impact of time risk perceived is worthy of further development in future studies. MFS companies are encouraged to continue easing the transaction process of MFS in terms of time spent.

Perceived overall risk has a significant negative influence on adoption usage intention. This finding is consistent with earlier findings where perceived risk has been found to be a key factor leading to customer resistance in the usage of mobile and online technologies in Malaysia, Kuwait, Brazil, India, Germany, and Singapore Al-Jabri and Sohail (2012), Amin (2008), Cruz et al. (2010), Thakur and Srivastava (2014), Koenig-Lewis et al. (2010), Riquelme and Rios (2010). Mobile money services payments involve significant uncertainty and risk, and service providers may consider applying advanced encryption technologies such as secured socket layer and third-party certification to build trust in mobile payments Li et al. (2012).
Therefore, this research, which contributes to the perceived risk theory using perceived risk as a multi-dimensional framework within the scope of modern mobile financial service research, is appropriate. The study determines that perceived risk, particularly privacy concerns, prevailed irrespective of the forceful adoption of mobile money due to the COVID-19 pandemic. The use of the two-stage predictive-analytic model of Scott and Walczak (2009), Gbongli et al. (2020), Gbongli (2017), such as SEM–neural network analysis, offers a more holistic understanding of inhibitors determinant of mobile money acceptance specifically and IT adoption generally and therefore provide substantial methodological support from the statistical point of view. This is because the non-compensatory neural network analysis can complement the weaknesses of compensatory and linear SEM analysis. The study has offered a novel perspective in assessing the key factors of mobile money service acceptance, enriching and closing up the knowledge gaps in the current body of knowledge.

This study offers some practical insights into the decision-makers of telecommunication service providers, mobile financial app developers, and mobile money service (MMS) providers to improve and maintain their customer base. As the findings infer, service providers should focus their resources on mitigating the risk features, supporting and motivating potential consumers. MMS companies should advertise that mobile money transfer is not a risky service by offering positive reviews at the point of sales or mass media. Additional effective risk-preventing policies could include money-back guarantees so that consumers feel more comfortable and safer with the system. In sum, mobile money is an evolving trend and holds great potential for development in Togo. Since the COVID-19 pandemic, it is time for the country to get the service adopted.

7. LIMITATIONS AND FUTURE RESEARCH

This study has some limitations that would pave the way for future research. Notably, the relationships among the constructs were tested using customers from a sole country. Therefore, it will be instructive to conduct similar investigations across different contexts to strengthen the nuances of such constructs in the mobile financial service technology adoption literature. The research model in this study excludes the moderating effect of any variable. It is recommended to study the moderating effect of demographic variables as a future study to understand better the barriers to adopting mobile money from a different population segment. For future work, researchers should consider adding extra constructs such as effort expectancy and trust to increase the model’s robustness to yield a better prediction of customers’ intention in mobile money adoption. Finally, it would be timely to assess the preference of mobile money due to the stigma and risk of using banknotes, particularly in high-risk situations (i.e., food courts and hospitals), while mitigating the spread of COVID-19 and other microbes.
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### APPENDIX

**Conceptual framework of variables**

<table>
<thead>
<tr>
<th>Items</th>
<th>Measurement scales</th>
</tr>
</thead>
<tbody>
<tr>
<td>PPR1</td>
<td>I think subscribing to mobile money service (MMS) increases the likelihood of receiving spam/spam SMS</td>
</tr>
<tr>
<td>PPR2</td>
<td>I think MMS providers could provide my personal information to other companies without my consent</td>
</tr>
<tr>
<td>PPR3</td>
<td>I think mobile money service providers will send SMS advertisement without the user's consent</td>
</tr>
<tr>
<td>PPR4</td>
<td>I think MMS providers endanger my privacy by using my personal information without my permission</td>
</tr>
<tr>
<td><strong>Perceived time risk (TIR)</strong> Nam and Quan (2019), Yang et al. (2015)</td>
<td></td>
</tr>
<tr>
<td>TIR1</td>
<td>I worry that it will cost me much time to access mobile money services.</td>
</tr>
<tr>
<td>TIR2</td>
<td>It takes time to perform transactions using mobile money service</td>
</tr>
<tr>
<td>TIR3</td>
<td>It takes time to solve problems with mobile money service</td>
</tr>
<tr>
<td>TIR4</td>
<td>I worry that it will cost me much time to confirm my ID and other details for mobile money transactions</td>
</tr>
<tr>
<td>SER1</td>
<td>I worry that a third party will steal the transaction information.</td>
</tr>
<tr>
<td>SER2</td>
<td>I worry that a third party will use my account information to perform an illegal transaction.</td>
</tr>
<tr>
<td>SER3</td>
<td>I worry that a third party can withdraw the money I send via mobile money.</td>
</tr>
<tr>
<td>SER4</td>
<td>I worry that the money I send through mobile money will not reach the intended recipient.</td>
</tr>
<tr>
<td><strong>Perceived monetary risk (MOR)</strong> Kuisma et al. (2007), Fain and Roberts (1997)</td>
<td></td>
</tr>
<tr>
<td>MOR1</td>
<td>The use of mobile money services is economical</td>
</tr>
<tr>
<td>MOR2</td>
<td>In my opinion, using mobile money service saves cost</td>
</tr>
<tr>
<td>MOR3</td>
<td>The use of mobile money services increases my ability to control my financial matters by myself</td>
</tr>
<tr>
<td><strong>Perceived overall risk (POR)</strong> Featherman and Pavlou (2003), Roy et al. (2017)</td>
<td></td>
</tr>
<tr>
<td>POR1</td>
<td>Considering all sorts of factors combined, using mobile money service exposes me to a comprehensive risk</td>
</tr>
<tr>
<td>POR2</td>
<td>The mobile money service provider may not deliver the expected standard of service</td>
</tr>
<tr>
<td>POR3</td>
<td>I may not be able to access my account because of a poor network connection</td>
</tr>
<tr>
<td>POR4</td>
<td>Using mobile money service for a financial transaction would be risky</td>
</tr>
<tr>
<td>POR5</td>
<td>I may not get financial advantages as suggested by the mobile money service provider</td>
</tr>
<tr>
<td><strong>Behavioral intention to use the system (BI)</strong> Fred D. Davis MR. (1989), Davis et al. (1989), Venkatesh et al. (2012)</td>
<td></td>
</tr>
<tr>
<td>BI1</td>
<td>I will use/continue using mobile payment services in the future</td>
</tr>
<tr>
<td>BI2</td>
<td>I will always try to use mobile money service in my daily life</td>
</tr>
<tr>
<td>BI3</td>
<td>I will likely use/continue using mobile payment services in the future</td>
</tr>
<tr>
<td>BI4</td>
<td>Given a chance, I predict I will use/continue using mobile payment services in the future</td>
</tr>
</tbody>
</table>